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Description

Starting with DCMTK 3.6.6, the dcmsign module can create timestamp requests, read timestamp responses and insert the timestamp
into attribute (0400,0310) CertifiedTimestamp of the DigitalSignaturesSequence, and verify certified timestamps when verifying a
digital signature. However, currently only the file-based protocol defined in REC 3161 section 3.2 is implemented.

Support for the Socket based online timestamp protocol defined in REC 3161 section 3.3 should also be implemented. The
implementation should support both plain (unprotected) and TLS protected connections, since some timestamp providers (e.qg.
http://www.globaltrust.eu/) implement the Socket based protocol over TLS.
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